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November 15, 2021 

BY EMAIL  

The Honorable Analisa Torres 
The Honorable Sarah L. Cave 
United States District Court for the 
Southern District of New York 
Daniel Patrick Moynihan 
United States Courthouse 
500 Pearl Street 
New York, New York 10007 

Re: In re Search Warrant dated November 5, 2021, 21 MAG 10685 

Dear Judge Torres and Judge Cave, 

The Reporters Committee for Freedom of the Press (the ³Reporters 

Committee´) respectfull\ requests that the Court unseal the search warrant 

application, supporting affidavit, return, and any other related judicial documents 

filed in connection with the November 5, 2021 search warrant executed at the 

residence of James O¶Keefe (³O¶Keefe´), founder of Project Veritas, on or about 

November 6, 2021 (collectivel\, the ³Search Warrant Materials´).  In addition, 

the Reporters Committee respectfully requests that this letter be publicly docketed 

in the above-referenced matter. 

The press and public have a presumptive right to inspect the Search 

Warrant Materials under both the First Amendment and common law. Because no 

countervailing interests require their continued sealing, they should be 

immediately unsealed pursuant to common law.1  Alternatively, to the extent the 

 
1 ³To determine whether there is [a right of access],´ courts in the Second Circuit ³first look to the 
common law, for [they] need not, and should not, reach the First Amendment issue if judgment 
can be rendered on some other basis.´  In re Newsday, Inc., 895 F.2d 74, 78 (2d Cir. 1990).  Here, 
because the common law presumption of public access clearly applies to the Search Warrant 
Materials, and requires the relief requested by the Reporters Committee herein, the Court need not 
reach the First Amendment issue.  By asserting its right to inspect the sealed Search Warrant 
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Court finds, based on specific facts, that a countervailing interest necessitates the continued 

sealing of some information in the Search Warrant Materials at the present time, the Reporters 

Committee respectfully requests that the Court (1) order that redacted versions of the Search 

Warrant Materials be placed on the public docket immediately, and (2) order the parties to 

inform the Court when such redactions are no longer necessary.  See, e.g., United States v. 

Cohen, 366 F. Supp. 3d 612, 633 (S.D.N.Y. 2019) (ordering the unsealing of search warrant 

materials with redactions and directing the Government to submit a future status report 

e[plaining ³an\ need for continued redaction[,]´ and requiring the Government to advise the 

Court immediatel\ if ³an\ intervening event obviates the need for continued redactions[.]´) 

RELEVANT FACTUAL BACKGROUND  
 

On November 5, 2021, Judge Cave issued a search warrant permitting the government to 

sei]e and e[tract information from cellular phones found in O¶Keefe¶s home.  A redacted copy 

of the warrant is attached hereto as Exhibit A.  On or about November 6, 2021, federal 

authorities executed the warrant.  As reported by The New York Times, the search occurred one 

day after O¶Keefe ³acknowledged that [Project Veritas] was under investigation b\ the Justice 

Department in connection with a diary reported to have been stolen from Ashley Biden, 

President Biden¶s daughter.´  Michael S. Schmidt, William K. Rashbaum, Adam Goldman & 

Ben Protess, F.B.I. SearcheV JameV O¶Keefe¶V Home in AVhle\ Biden Diar\ ThefW InqXir\, N.Y. 

Times (Nov. 6, 2021), https://www.nytimes.com/2021/11/06/us/politics/james-okeefe-project-

veritas-ashley-biden.html.  According to the Times¶ reporting, on or about November 4, 2021, 

federal authorities also searched the Manhattan residence of Spencer Meads, ³a longtime Project 

 
Materials under the common law, the Reporters Committee does not concede that the First Amendment right of 
access does not also apply; indeed, the First Amendment provides an additional, independent basis for unsealing the 
Search Warrant Materials.  See, e.g., In re Search Warrant for Secretarial Area Outside Office of Gunn, 855 F.2d 
569, 573 (8th Cir. 1988). 
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Veritas operative and confidant of Mr. O¶Keefe,´ and an apartment linked to Eric Cochran.  Id.; 

Adam Goldman and Mark Mazzetti, Project Veritas and the Line Between Journalism and 

Political Spying, N.Y. Times (Nov. 12, 2021), 

https://www.nytimes.com/2021/11/11/us/politics/project-veritas-journalism-political-

spying.html. 

On November 10, O¶Keefe, through his counsel, submitted by email a letter-motion to 

Judge Torres requesting that the Court (1) order the government not to examine the contents of the 

seized phones and (2) appoint a special master to review the phones¶ contents.  On November 11, 

Judge Torres entered an order requiring the government to confirm that it had paused its review of 

the phones¶ contents and setting a briefing schedule on O¶Keefe¶s motion.  

ARGUMENT 

I. The Search Warrant Materials are judicial documents that the press and public 
have a presumptive right to inspect under the common law. 

 
The presumption of public access to judicial documents ³is based on the need for federal 

courts, although independent²indeed, particularly because they are independent²to have a 

measure of accountability and for the public to have confidence in the administration of 

justice[,]´ United States v. Amodeo, 71 F.3d 1044, 1048 (2d Cir. 1995) (³Amodeo II´).  A 

³[f]inding that a document is a µjudicial document¶ triggers´ the ³presumption of public access, 

and requires a court to make specific, rigorous findings before sealing the document or otherwise 

den\ing public access.´  Newsday LLC v. Cty. of Nassau, 730 F.3d 156, 167 n.15 (2d Cir. 2013).   

A judicial document is any ³filed item that is µrelevant to the performance of the judicial 

function and useful in the judicial process.¶´  Bernstein v. Bernstein Litowitz Berger & 

Grossmann LLP, 814 F.3d 132, 139 (2d Cir. 2016) (quoting Lugosch v. Pyramid Co. of 

Onondaga, 435 F.3d 110, 119 (2d Cir. 2006)).  To determine whether a document meets this 
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definition, courts ³evaluate the relevance of the document¶s specific contents to the nature of the 

proceeding and the degree to which access to the document would materially assist the public in 

understanding the issues before court, and in evaluating the fairness and integrit\ of the court¶s 

proceeding.´  Id. (cleaned up).  The Search Warrant Materials readily satisfy this test.  

Under Federal Rule of Criminal Procedure 41, before a district court issues a search 

warrant, it must determine that there is probable cause²a determination made by evaluating the 

showing made by the government in its application and supporting documents, including any 

supporting affidavit.  See Fed. R. Crim. P. 41(d)(1).  A search warrant application and its 

supporting documents thus play a decisive role in a district court¶s determination to issue a 

search warrant and are unquestionably ³relevant to the performance of the judicial function and 

useful in the judicial process.´  Lugosch, 435 F.3d at 119; see also In re Search Warrant, No. 16-

MAG-7063, 2016 WL 7339113, at *2 (S.D.N.Y. Dec. 19, 2016) (³Search or sei]ure warrant 

applications and supporting affidavits are critical to judicial determinations of whether the Fourth 

Amendment¶s probable cause standards are met.´).  Indeed, courts in this District have 

repeatedly concluded that search warrant applications and supporting affidavits, like the Search 

Warrant Materials at issue, are judicial documents.  See, e.g., Cohen, 366 F. Supp. 3d at 621 

(³Because a court necessarily relies upon search warrant applications and supporting affidavits in 

assessing whether there is probable cause to issue a search warrant, they are certainly relevant to 

the performance of that judicial function.´); In re Search Warrant, 2016 WL 7339113, at *2 

(³Search warrant applications require the close and careful scrutin\ of a judicial officer, and are 

thus judicial documents[.]´); United States v. All Funds on Deposit at Wells Fargo Bank, 643 F. 

Supp. 2d 577, 583±84 (S.D.N.Y. 2009) (³Affidavits in support of sei]ure or search warrants are 

central to a court¶s probable cause determination. These documents clearl\ fall within the 
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definition of µjudicial documents¶ and public access to them facilitates public monitoring of the 

various government agencies and branches.´). 

Because the Search Warrant Materials are judicial documents, a common law 

presumption of public access applies to them.  Cohen, 366 F. Supp. 3d at 620±21; All Funds on 

Deposit, 643 F. Supp. 2d at 583±84; In re Search Warrant, 2016 WL 7339113, at *3; In re 

Sealed Search Warrants Issued June 4 and 5, 2008, 2008 WL 5667021, at *2 (N.D.N.Y. Jul. 14, 

2008); see also In re Newsday, Inc., 895 F.2d at 79 (e[plaining that ³the fact that search warrants 

are commonly filed under seal until the warrant is executed does not change their status as public 

documents´). 

II. The common law presumption of public access applicable to the Search Warrant 
Materials is weighty and no countervailing interests overcome it. 

 
Once a court determines that a document is a judicial document to which the common 

law presumption of public access applies, the court then ³must µdetermine the weight¶´ of that 

presumption.  United States v. Erie Cty., 763 F.3d 235, 239 (2d Cir. 2014) (quoting Lugosch, 435 

F.3d at 119).  The ³weight´ to be accorded the presumption is ³governed b\ the role of the 

material at issue in the exercise of Article III judicial power and the resultant value of such 

information to those monitoring the federal courts.´  Id. (quoting Amodeo II, 71 F.3d at 1049).  

Applying this standard, the ³common law presumption of access to [a] search warrant and 

related materials´ is generally ³entitled to great weight.´  In re Search Warrant, 2016 WL 

7339113, at *3.  

As explained above, a court¶s decision to issue a search warrant is based on the 

application and supporting materials submitted by the government.  Such materials are thus 

central to the exercise of Article III judicial power, and the value of public access to such 

materials cannot be understated.  See id. (³Search warrants and associated documents go to the 
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heart of the judicial function . . .´).  Simply put, with respect to judicial documents like the 

Search Warrant Materials that ³directl\ affect an adjudication´ and are used to determine 

³substantive legal rights,´ the strength of the common law presumption of access is ³at its 

]enith´ and ma\ be overcome ³onl\ b\ e[traordinar\ circumstances.´  Bernstein, 814 F.3d at 

142 (cleaned up).   

The fact that the Search Warrant Materials relate to a law enforcement investigation does 

not weaken the public¶s interest in access under the common law anal\sis.  To the contrar\, it 

strengthens it.  See In re Application and Affidavit for a Search Warrant, 923 F.2d 324, 331 (4th 

Cir. 1991) (³Societ\ has an understandable interest . . . in law enforcement s\stems and how well 

the\ work,´ and the ³public has legitimate concerns about methods and techniques of police 

investigation . . . .´).  Indeed, as the Second Circuit has concluded, ³courts must impede scrutin\ 

of the e[ercise of [judicial] judgment onl\ in the rarest of circumstances,´ especially ³when a 

judicial decision accedes to the requests of a coordinate branch.´  United States v. Aref, 533 F.3d 

72, 83 (2d Cir. 2008).  Moreover, the newsworthy nature of the search conducted at O¶Keefe¶s 

residence adds additional weight to the presumption.  See, e.g., Hardy v. Kaszycki & Sons, No. 

1:83-cv-06346, 2017 WL 6805707, at *3 (S.D.N.Y. Nov. 21, 2017) (finding that when 

information ³is of legitimate interest to the public  . . . the Court¶s determination of the weight of 

the presumption of access may not ignore this µbroader context.¶´ (quoting Lugosch, 435 F.3d at 

123 n.5)).   

Having determined the weight to be accorded the common law presumption of access, the 

Courts must then balance it against any countervailing interests.  Lugosch, 435 F.3d at 124 

(explaining that records ma\ be kept under seal if ³µcountervailing factors¶ in the common law 

framework . . . so demand.´).  Under Second Circuit precedent, the following are countervailing 
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factors that may be considered: ³the danger of impairing law enforcement or judicial efficienc\,´ 

Amodeo II, 71 F.3d at 1050, ³the privac\ interests of those resisting disclosure,´ id., and the 

possibilit\ that disclosure would ³reveal details of an ongoing investigation, pose a risk to 

witnesses, endanger national securit\, or reveal trade secrets,´ Bernstein, 814 F.3d at 143.   

No such countervailing factors apply with respect to the Search Warrant Materials at 

issue here.  The relevant search warrant has already been executed and, indeed, is publicly 

available.  See Exhibit A.  Moreover, substantial information concerning the search and the 

investigation it concerns is already public.  See, e.g., Michael S. Schmidt, William K. Rashbaum, 

Adam Goldman & Ben Protess, F.B.I. SearcheV JameV O¶Keefe¶V Home in AVhle\ Biden Diar\ 

Theft Inquiry, N.Y. Times (Nov. 6, 2021), 

https://www.nytimes.com/2021/11/06/us/politics/james-okeefe-project-veritas-ashley-

biden.html; Adam Goldman and Mark Mazzetti, Project Veritas and the Line Between 

Journalism and Political Spying, N.Y. Times (Nov. 12, 2021), 

https://www.nytimes.com/2021/11/11/us/politics/project-veritas-journalism-political-

spying.html; see also Josh Gerstein, FBI raid on ProjecW VeriWaV foXnder¶V home VparkV 

questions about press freedom, Politico (Nov. 13, 2021), 

https://www.politico.com/news/2021/11/13/raid-veritas-okeefe-biden-press-521307.  And the 

fact that O¶Keefe and his counsel have spoken publicl\ and in detail about the search and the 

related investigation indicates that no privacy interests would be implicated by unsealing.  See, 

e.g., Joseph A. Wulfsohn, ProjecW VeriWaV¶ JameV O¶Keefe VpeakV oXW afWer FBI raided home: 

µThiV iV an aWWack on Whe FirVW AmendmenW.¶, Fox News (Nov. 9, 2021), 

https://www.foxnews.com/media/project-veritas-james-okeefe-hannity-fbi-raid (interview of 

O¶Keefe and his attorne\).   
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Finally, even assuming, arguendo, that unsealing the Search Warrant Materials in their 

entirety at the present time might reveal sensitive law enforcement information or implicate 

privacy interests, the proper remedy would be temporary redaction, not continued wholesale 

sealing.  See Cohen, 366 F. Supp. 3d at 633; see also United States v. E. Side Ophthalmology, 

1996 WL 384891, at *2 (S.D.N.Y. Jul\ 9, 1996) (³The caselaw in this circuit indicates that 

search warrants and supporting documentation ma\ not be sealed indefinitel\.´).  Accordingl\, 

to the extent the Court finds that a countervailing interest necessitates the continued sealing of 

some information in the Search Warrant Materials, the Court should order redacted versions to 

be unsealed and immediately placed on the public docket. 

CONCLUSION 

For the foregoing reasons, the Reporters Committee respectfully requests that the Court 

unseal the Search Warrant Materials.  Alternatively, to the extent the Court finds, based on 

specific facts, that a countervailing interest necessitates the continued sealing of some 

information in the Search Warrant Materials at the present time, the Reporters Committee 

respectfully requests that the Court (1) order that redacted versions of the Search Warrant 

Materials be placed on the public docket immediately, and (2) order the parties to inform the 

Court when such redactions are no longer necessary. 
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AO 93C  ( ) OULJLQaO DXSOLcaWH OULJLQaO

UNITED STATES DISTRICT COURT
IRU WKH

__________ DLVWULcW RI __________

IQ WKH MaWWHU RI WKH SHaUcK RI )
)
)
)
)
)

CaVH NR.

TR: AQ\ aXWKRUL]HG OaZ HQIRUcHPHQW RIILcHU

AQ aSSOLcaWLRQ b\ a IHGHUaO OaZ HQIRUcHPHQW RIILcHU RU aQ aWWRUQH\ IRU WKH JRYHUQPHQW UHTXHVWV WKH VHaUcK
RI WKH IROORZLQJ SHUVRQ RU SURSHUW\ ORcaWHG LQ WKH DLVWULcW RI

:

I ILQG WKaW WKH aIILGaYLW(V), RU aQ\ UHcRUGHG WHVWLPRQ\, HVWabOLVK SURbabOH caXVH WR VHaUcK aQG VHL]H WKH SHUVRQ RU SURSHUW\
GHVcULbHG abRYH, aQG WKaW VXcK VHaUcK ZLOO UHYHaO :

YOU ARE COMMANDED WR H[HcXWH WKLV ZaUUaQW RQ RU bHIRUH
LQ WKH Ga\WLPH 6:00 a.P. WR 10:00 S.P. aW aQ\ WLPH LQ WKH Ga\ RU QLJKW bHcaXVH JRRG caXVH KaV bHHQ HVWabOLVKHG.

UQOHVV GHOa\HG QRWLcH LV aXWKRUL]HG bHORZ, \RX PXVW JLYH a cRS\ RI WKH ZaUUaQW aQG a UHcHLSW IRU WKH SURSHUW\ WaNHQ WR WKH
SHUVRQ IURP ZKRP, RU IURP ZKRVH SUHPLVHV, WKH SURSHUW\ ZaV WaNHQ, RU OHaYH WKH cRS\ aQG UHcHLSW aW WKH SOacH ZKHUH WKH
SURSHUW\ ZaV WaNHQ.

TKH RIILcHU H[HcXWLQJ WKLV ZaUUaQW, RU aQ RIILcHU SUHVHQW GXULQJ WKH H[HcXWLRQ RI WKH ZaUUaQW, PXVW SUHSaUH aQ LQYHQWRU\
aV UHTXLUHG b\ OaZ aQG SURPSWO\ UHWXUQ WKLV ZaUUaQW aQG LQYHQWRU\ WR .

PXUVXaQW WR 18 U.S.C. � 3103a(b), I ILQG WKaW LPPHGLaWH QRWLILcaWLRQ Pa\ KaYH aQ aGYHUVH UHVXOW OLVWHG LQ 18 U.S.C. 
� 2705 (H[cHSW IRU GHOa\ RI WULaO), aQG aXWKRUL]H WKH RIILcHU H[HcXWLQJ WKLV ZaUUaQW WR GHOa\ QRWLcH WR WKH SHUVRQ ZKR, RU ZKRVH
SURSHUW\, ZLOO bH VHaUcKHG RU VHL]HG

IRU Ga\V XQWLO, WKH IacWV MXVWLI\LQJ, WKH OaWHU VSHcLILc GaWH RI .

DaWH aQG WLPH LVVXHG:

CLW\ aQG VWaWH:

     SoXthern District of NeZ York

11/5/2021 11:18am

���0$*������



AO 93   ( ) (PaJH 2)

ReWXUQ

CaVH NR.: DaWH aQG WLPH ZaUUaQW H[HcXWHG: CRS\ RI ZaUUaQW aQG LQYHQWRU\ OHIW ZLWK:

IQYHQWRU\ PaGH LQ WKH SUHVHQcH RI :

IQYHQWRU\ RI WKH SURSHUW\ WaNHQ aQG QaPH RI aQ\ SHUVRQ(V) VHL]HG:

CeUWificaWiRQ

I GHcOaUH XQGHU SHQaOW\ RI SHUMXU\ WKaW WKLV LQYHQWRU\ LV cRUUHcW aQG ZaV UHWXUQHG aORQJ ZLWK WKH RULJLQaO ZaUUaQW WR WKH
GHVLJQaWHG MXGJH.

DaWH:
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 ATTACHMENT A-1 

I.   Premises to be Searched—Subject Premises 

The premises to be searched (the “Subject Premises”) are described as follows, and include 
all locked and closed containers found therein: 

 
An apartment known as unit   
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II.   Items to Be Seized 

A.   Subject Devices 

Law enforcement agents are authorized to seize any and all cellphones within the Subject 
Premises, including, but not limited to, the cellphone that is or was assigned to the call number 

 (collectively, the “Subject Devices”).   
 

B.   Evidence, Fruits, and Instrumentalities of the Subject Offenses  

The items to be seized from the Subject Devices are the following evidence, fruits, and 
instrumentalities of violations of 18 U.S.C. §§ 371 (conspiracy to transport stolen property across 
state lines and conspiracy to possess stolen goods), 2314 (interstate transportation of stolen 
property), 2315 (possession of stolen goods), 2 (aiding and abetting), 3 (accessory after the fact), 
and 4 (misprision of felony) (collectively, the “Subject Offenses”) for the time period August 1, 
2020, up to and including the date on which the Subject Devices are seized, consisting of: 

 
a. Evidence sufficient to establish the user(s) of the Subject Devices at times relevant 

to the Subject Offenses, such as user-inputted data, access logs, device information, photographs, 
communications with other individuals or entities that reveal the true identity of the user(s) such 
as their name, address, telephone number, email address, payment information, and other 
personally identifiable information. 

 
b. Evidence of communications regarding or in furtherance of the Subject Offenses, 

such as communications with or relating to Ashley Biden (and representatives thereof) and/or 
Ashley Biden’s family, friends, or associates with respect to her stolen property. 
 

c. Evidence of the location of Ashley Biden’s property and the location of the user of 
the Subject Accounts at times relevant to the Subject Offenses, such as communications that 
reference particular geographic locations or refer to the property being located in a particular place. 
 

d. Evidence of the identity, locations, knowledge, and participation in the Subject 
Offenses of potential co-conspirators, such as communications with other individuals—including, 
but not limited to,  

about 
obtaining, transporting, transferring, disseminating, or otherwise disposing of Ashley Biden’s 
stolen property, including but not limited to communications reflecting the knowledge of co-
conspirators that the property obtained from Ashley Biden had been stolen, and communications 
that contain personally identifiable information of co-conspirators and references to co-
conspirators’ places of residence or locations at particular points in time. 
 

e. Evidence regarding the value of any of Ashley Biden’s stolen property, such as 
communications about the resale or market value of any of the items stolen from her, or any plans 
to sell or market the same. 
 

f. Evidence of steps taken in preparation for or in furtherance of the Subject Offenses, 
such as surveillance of Ashley Biden or property associated with her, and drafts of communications 
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to Ashley Biden, President Biden, and Ashley Biden’s associates regarding her stolen property and 
communications among co-conspirators discussing what to do with her property. 

 
g. Evidence reflecting the location of other evidence with respect to the Subject 

Offenses, such as communications reflecting registration of online accounts potentially containing 
relevant evidence of the scheme. 
 

C.   Unlocking Devices with Biometric Features 

During the execution of the warrant, law enforcement personnel are authorized to obtain 
from James E. O’Keefe, III the display of any physical biometric characteristics (such as 
fingerprint/thumbprint or facial characteristics) necessary to unlock any electronic device(s), 
including to (1) press or swipe the fingers (including thumbs) of O’Keefe to the fingerprint scanner 
of the device(s); (2) hold the device(s) in front of the face of O’Keefe to activate the facial 
recognition feature; and/or (3) hold the device(s) in front of the face of O’Keefe to activate the iris 
recognition feature, for the purpose of attempting to unlock the device in order to search the 
contents as authorized by this warrant.  

 
D.   Review of ESI 

Following seizure of any device(s) and/or the creation of forensic image copies, law 
enforcement personnel (who may include, in addition to law enforcement officers and agents, 
attorneys for the government, attorney support staff, agency personnel assisting the government in 
this investigation, and outside technical experts under government control) are authorized to 
review the ESI contained therein that was sent, received, posted, created, or otherwise accessed, 
established, modified, or deleted between the time period August 1, 2020 and the present for 
information responsive to the warrant. 

 
In conducting this review, law enforcement personnel may use various techniques to locate 

information responsive to the warrant, including, for example:  
 
x surveying various file “directories” and the individual files they contain (analogous to 

looking at the outside of a file cabinet for the markings it contains and opening a drawer 
believed to contain pertinent files); 
 

x opening or cursorily reading the first few “pages” of such files in order to determine 
their precise contents; 
 

x scanning storage areas to discover and possibly recover recently deleted files or 
deliberately hidden files; 
 

x performing key word searches through all electronic storage areas to determine whether 
occurrences of language contained in such storage areas exist that are intimately related 
to the subject matter of the investigation; and 
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x reviewing metadata, system information, configuration files, registry data, and any 
other information reflecting how, when, and by whom the computer was used. 

Law enforcement personnel will make reasonable efforts to search only for files, 
documents, or other electronically stored information within the categories identified above in this 
Attachment.  However, law enforcement personnel are authorized to conduct a complete review 
of all the ESI from seized devices or storage media if necessary to evaluate its contents and to 
locate all data responsive to the warrant. 

 
*   *   * 

Review of the items described in this Attachment shall be conducted pursuant to 
established procedures designed to collect evidence in a manner reasonably designed to protect 
any attorney-client or other applicable privilege (to the extent not waived).  When appropriate, the 
procedures shall include use of a designated “filter team,” separate and apart from the investigative 
team, in order to address potential privileges. 
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